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QUESTION 1

An existing Object bucket was created for backups with these requirements: 

*

 WORM policy of one year 

*

 Versioning policy of one year 

*

 Lifecycle policy of three years 

A recent audit has reported a compliance failure. Data that should be retained for three years has been deleted
prematurely. 

How should the administrator resolve the compliance failure within Objects? 

A. Modify the existing bucket versioning policy from one year to three years. 

B. Recreate a new bucket with the retention policy of three years. 

C. Modify the existing bucket WORM policy from one year to three years. 

D. Create a tiering policy to store deleted data on cold storage for three years. 

Correct Answer: C 

Explanation: The administrator should resolve the compliance failure within Objects by modifying the existing bucket
WORM (Write-Once Read-Many) policy from one year to three years. WORM is a feature that prevents anyone from
modifying or deleting data in a bucket while the policy is active. WORM policies help comply with strict data retention
regulations that mandate how long specific data must be stored. The administrator can extend the WORM retention
period for a bucket at any time, but cannot reduce it or delete it. By extending the WORM policy from one year to three
years, the administrator can ensure that data in the bucket is retained for the required duration and not deleted
prematurely. References: Nutanix Objects User Guide, page 17; Nutanix Objects Solution Guide, page 9 

 

QUESTION 2

An administrator needs to allow individual users to restore files and folders hosted in Files. 

How can the administrator meet this requirement? 

A. Configure a Protection Domain for the shares/exports. 

B. Configure a Protection Domain on the FSVMs. 

C. Enable Self-Service Restore on shares/exports. 

D. Enable Self-Service Restore on the FSVMs. 
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Correct Answer: C 

Explanation: Self-Service Restore (SSR) is a feature that allows individual users to restore files and folders hosted in
Files without requiring administrator intervention. SSR can be enabled on a per-share or per-export basis, and users
can access the snapshots of their data through a web portal or a Windows client application1. References: Nutanix Files
Administration Guide1 

 

QUESTION 3

An administrator ha having difficulty enabling Data Lens for a file server. 

What is the most likely cause of this issue? 

A. The file server has blacklisted file types. 

B. SSR is enabled on the file server. 

C. The file server has been cloned. 

D. The file server is in a Protection Domain. 

Correct Answer: C 

Explanation: The most likely cause of this issue is that the file server has been cloned. Cloning a file server is not a
supported operation and can cause various problems, such as Data Lens not being able to enable or disable for the
cloned file server. To avoid this issue, the administrator should use the scale-out feature to add more FSVMs to an
existing file server, or create a new file server from scratch. References: Nutanix Files Administration Guide, page 28;
Nutanix Files Troubleshooting Guide, page 11 

 

QUESTION 4

A company uses Linux and Windows workstations. The administrator is evaluating solution for their file storage needs. 

The solution should support these requirements: 

Distributed File System Active Directory integrated Scale out architecture 

Which of following answer is correct? 

A. Mine 

B. Objects 

C. Volumes 

D. Files 

Correct Answer: D 

Explanation: The solution that meets the company\\'s requirements for their file storage needs is Files. Files is a feature
that allows users to create and manage file server instances (FSIs) on a Nutanix cluster. FSIs can provide SMB and
NFS access to file shares and exports for different types of clients. Files supports these requirements: Distributed File
System: Files uses a distributed file system that spans across multiple FSVMs (File Server VMs), which improves
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scalability, performance, and availability. Active Directory integrated: Files can integrate with Active Directory for
authentication and authorization of SMB clients and multiprotocol NFS clients. Scale out architecture: Files can scale
out by adding more FSVMs to an existing FSI or creating new FSIs on the same or different clusters. References:
Nutanix Files Administration Guide, page 27; Nutanix Files Solution Guide, page 6 

 

QUESTION 5

An administrator is planning to upgrade all ESXi hypervisors in a cluster hosting Files. 

When performing one-click hypervisor upgrades, what prerequisite must be performed? 

A. Enable the anti-affinity rules on all FSVMs. 

B. Manually migrate the FSVMs. 

C. Shutdown the FSVMs. 

D. Disable the anti-affinity rules on all FSVMs. 

Correct Answer: D 

Explanation: The prerequisite that must be performed before performing one-click hypervisor upgrades is to disable the
anti-affinity rules on all FSVMs. Anti-affinity rules are rules that prevent two or more VMs from running on the same host
at the same time. Anti- affinity rules can improve the availability and performance of FSVMs by distributing them across
different hosts in a cluster. However, anti-affinity rules can interfere with one-click hypervisor upgrades, which require all
VMs on a host to be migrated to another host before upgrading the host. Therefore, the administrator must disable the
anti-affinity rules on all FSVMs before performing one-click hypervisor upgrades, and re-enable them after the upgrades
are completed. References: Nutanix Files Administration Guide, page 22; Nutanix Files Upgrade Guide 
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